 "perfect forward secrecy" -- new keys are generated

without any correlation to past or future keys.  A lot of

key generation mechanisms (MPPE leaps to mind, but there

are others) that create session keys out of known

perturbations of old keys.  In that scenario, someone who

compromises a session keys gets everything.

